Energy Sector Exposures: Fortune Global 500
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What PIl is most commonly exposed?
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Weak Password Usage

95%

of breaches are in
plaintext, or use
weak algorithms
such as MD5 or

Where are these breaches taking place?

Over 30% of
breaches and
leakages of energy
\ sector corporate
credentials are from
companies or sites
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